
Bandura Cyber GMC Release Notes
This document provides release notes for the Bandura Cyber Global Management Center (GMC).

The complete GMC User Manual can be retrieved from the Bandura Cyber Support Center, located
here: https://helpdesk.banduracyber.com/hc/en-us.

RELEASE NOTES

Release: GMC Build 49 on April 7, 2021

Enhancements:

Indicator of Compromise Domain Search:
Users now have the ability to search a Domain address, in addition to the existing IP address search,
and see if it is a malicious actor! To perform a search, simply select the spyglass icon in the top right
corner of the screen, enter an IP or Domain address, and select the search icon in the modal.

The results that display will provide general information on the IP or Domain address and will indicate
if it is included in any of our Bandura Threat or Denied feeds.

https://helpdesk.banduracyber.com/hc/en-us


Within a Bandura provided feed, users can also perform the search by selecting the hyperlinked IP or
Domain address.

Software Downloads

For customers that are downloading ThreatBlockr software in GMC via the Software screen, we have
made an improvement to how these downloads are handled. After selecting the Download Software
button, the package will take several seconds to compile and then you will see the progress of the
download in your browser. When using Chrome the download will display at the bottom of the
browser:

When using Firefox, after making the necessary selection on the prompt, you can monitor the status
of the download at the top of the browser:



Bug Fix:

Device Tag Names Not Updating
When a list name was changed in GMC, the associated tag name on the device logs was not being
updated. This is now resolved.


