
Bandura Cyber GMC Release Notes 
This document provides release notes for the Bandura Cyber Global Management Center (GMC). 

The complete GMC User Manual can be retrieved from the Bandura Cyber Support Center, located 
here: https://helpdesk.banduracyber.com/hc/en-us. 
 

RELEASE NOTES 
Release: GMC Build 31 on 15 December 2020 

New Features  

Solarwinds Plugins: 
Two new automated Denied Lists have been added in order to provide protection from the high profile 
SolarWinds Orion software attacks. The following two new Denied Lists are available now to all 
customers and can be found in the IPv4 and Domain Denied List pages: 
 

● "SolarWinds Compromised Domains"  
● "SolarWinds Compromised IPs"  

 
Like all of our threat intelligence data, these lists will be automatically updated with the most current 
threat indicators as they are released. 
 
Please note: These lists will not be enabled by default. You can enable them on your Denied Lists 
by checking the Enabled checkbox as seen below. Bandura STRONGLY recommends enabling 
these lists ASAP. 
 

 

https://helpdesk.banduracyber.com/hc/en-us


For more information about the SolarWinds attack, check out our latest blog post.  
 
If you have any questions about these lists, feel free to reach out to our customer support team at 
customersupport@banduracyber.com 

 
License Throughput Chart Update: 
The License Throughput Chart now contains the value of the 95th percentile in the chart legend. This 
chart is accessible on the Assets screen for ThreatBlockr 2.0 devices.  
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